
secure access to your device and services

D I G I TA L  R E S I L I E N C E  C E N T R E

Hi, I am Tatua support, Today we shall learn how you can ensure the

2022

I use a Pin

I use my 

FingerPrint

I Use a 

Username and 

Password
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PEEPPEEP

Your Information inaonekana, you 

can’t trust anyone around

Be Alert in public space, keep 

your devices safe.

Madam Chunga 

Simu Yako

M***77w7, Received, 

KES 5000, Balance,

KES 15000
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Never Give your sim pin, 

this way, you’re always 

secure !

I wanted to withdraw money 

but my phone has gone off, si 

nikupee simcard ueke kwa 

yako ?

Sawa, Whats you 

SimCard Pin ?

Pin !?

I can’t give mine
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I should use this wifi to send 

my uncle my cv and bank 

details

Don’t do that Anita, public wifi is 

unsafe, use your own bundles, 

otherwise your credentials 

could be stolen.

MADAM tuko 

na WIFI
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Some guidlines to designing 

effective digital keys and passwords

Do DO noT
7-10 Characters
(Longer is better)

Mix it up
i.e Numbers, punctuation, 

upper/lowercase

2-factor 
authentication

Use whenever possible

no CHaracter Series
ABC...or 1234...

no Personal information
pet names, birthdays etc.

No single words
nothing from a dictionary
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Jaymo, Monitor 

your accounts 

Regularly so that 

you can take 

action early

Thanks for dropping me off, 

nimekutumia doh

I had more money than this 

balance !!?? When did I 

last check my account ?

06



KE-CIRT
CALL Centre

Hello, I think my phone has 

been hacked

You can report cybercrime to 

ke-cirt,  and data privacy 

issues can be reported to the 

ODPC through their respective 

websites
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AISHA, Stop, 

Think, Check

STICK !

You probably forogt, 

anyway, To Process your 

money, send us your ID, 

Bank Account and Bank 

Password

Hello Aisha, 

COngratulations

you have won our 

KES 200,000 Prize 

Money

Really ?  I 

don’t remember 

Participating
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Here are the key messages we’ve learnt today

2022

Report Cyber Crime 

to KE-CIRT, ODPC or 

POlice

Monitor Your 

Accounts Regualrly

Don’t Give 

Your Pin

Design Strong 

Passwords

STICK
Stop, Think, Check
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